Power of Attorney for SSL and QCweb Certificates

Principal (company/organisation):  ....................................................................................
Registered office:	..........................................Company reg. No.: ......................................
Represented by:



2

Name and surname:……………………… 
Date of birth:………………………………… Title:……………………….............…………
Permanent address: …………………………………………………………………
Name and surname: ……………………… 
Date of birth:…………………………………. Title:………………………………………………
Permanent address: …………………………......…………………………………
Agent[footnoteRef:1]: [1:  The agent must be a person other than those authorised in the Power of Attorney for the Periodicity Approval. One year is the minimum validity for the proofs of identity of the empowered persons. ] 

	Name and surname:
E-mail:
	Date of birth:
Personal ID:
	         Agent signed:


	Permanent address:

	Personal ID card number:
Secondary ID card number:
	

	Name and surname:
E-mail:
Permanent address:
	Date of birth:
Personal ID:
Personal ID card number:
	          Agent signed:


	
	Secondary ID card number:
	



The principal hereby grants power of attorney to all the agents (approvers) listed above to represent for:

· Submitting and approving applications for qualified web authentication (QCweb) certificates.
· Obtaining a digital equivalent of the corporate seal, stamp or official signature to create corporate website authenticity.
· Executing the agreement to issue QCweb certificate and the terms and conditions of the use of the QCweb certificate issued.
· Submitting and approving applications for other types of SSL certificate for the company of the principal. 

QCweb and other SSL certificates will be issued through I.CA’s Registration Authority seated at the registered office of I.CA. 

This power of attorney’s authorisation is only valid as long as the original agreement and the relevant amendments are valid.

The power of attorney must be certified (by a notary or a Czech POINT office) or electronically signed with qualified eIDAS-compliant electronic signature by all principals (they must be listed on the copy of the company’s entry in the register of companies) and agents. 



Place ……………………….  Date ………………..	Place ……………………….  Date ………………..........





…………………………………………………………… 		…………………………………………………………….

Principal’s name and signature			Principal’s name and signature
[bookmark: _GoBack]
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Principal (company/organisation)


:  


....................................................................................


 


Registered office:


 


..........................................


Company reg. N


o.: 


......................................


 


Represented by:


 


Name and surname:……………………… 


 


Date of birth:…………………………………


 


Title:………………………


.............…………


 


Permanent address: 


…………………………………………………………………


 


Name and surname: 


……………………… 


 


Date of birth:…………………………………. 


Title:………………………………………………


 


Permanent address: 


…………………………......…………………………………
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